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A B 0 U T 0 U R C L I E N T CYBER RISK MANAGEMENT

Our client is a global company that is strategically focused on a player-first style of
innovation and development. Their roots are firmly planted in the Class Il Native
American gaming market. Their customer-centric culture and growth have helped
them to branch to become a leading all-inclusive commercial gaming supplier.
Powered by high-performing Class Il and Class Il slot products, an expansive table
products portfolio, real-money gaming platforms and content, highly rated social
casino solutions for operators and players, and the best-in-class service, they offer
an unmatched value proposition for their casino partners.

THE CHALLENGE

As our client grew both their geographical footprint and their product offerings,
the ability to quantify their cyber risk across all areas of the business became more
difficult. Additionally, each division of the business was taking ownership of their
individual security: this resulted in toolset and vendor services redundancy and
unnecessary costs for the business. They engaged Maxxsure to help them
implement a Cyber Risk Management Program and to create an enterprise-wide
security standard both in practice and toolset.

CASE STUDY THE RESULTS

Engaging Maxxsure has provided the entire client team with a
GAM I N G common language in which technical and non-technical leadership can
communicate about addressing cyber risk in a financially and

operationally viable manner. Non-technical team members have
SOLU I IONS for insight into the justifications behind investments in budget and

resource allocations toward specific measures implemented by

( ASINOS security teams, and create a deeper understanding of how these
measures protect the company'’s assets.

THE SOLUTION

Our client adopted the Maxxsure M-Score™ solution in 2021 to better manage their Maxxsure Quantifies Cyber Risk

cyber security spend and set a global standard for security practices. They and Puts Your Organization on the

leveraged the workload-level reporting to concentrate their security efforts to the e
gec the wo porting * nrare ;e e Path to Improved Cyber Resiliency
most financially impactful areas of their organization. With their initial M-Score

cyber risk rating, they identified a gap in the monitoring of their network
enterprise-wide. With this revaluation, they have now implemented an industry
leading MDR capability.
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ABOUT MAXXSURE

Maxxsure offers the most comprehensive cyber risk quantification solution that
establishes the foundation by which organizations can make data-driven and
financially-vetted decisions regarding how much cyber risk to remediate, retain, or
transfer via an insurance policy adoption.

Maxxsure collects data from your organization and trusted third party resources,
uses a robust model to compute your cyber risk - your M-Score - and

communicates the factors that influence your score. We enable continuous 850
monitoring and provide the most precise estimates of financial loss potential. This

reporting equips your team to prioritize cyber initiatives to address your situation
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as it evolves.
WWW.Mmaxxsure.com




